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**Questions**:

1. **Which of the following best describes the organization of the passage?**

C. The author explains a problem, explores solution, and then dismisses the solution as inadequate.

**2) The passage discusses all of the following solutions to password fatigue except** .

E. Intelling encryption

**3) As used in paragraph 3, which is the best synonym for mitigate?**

D. Lessen

**4) According to the passage, SSO authentication software maybe safer than password management software because.**

I only i.e., stolen personal computers contain passwords memorized by a user’s web browser.

**5) Which of the following statements from the passage represents an opinion, as opposed to a fact?**

C. “Having to remember so many different passwords is irritating, but it can also be dangerous.”

**6) In paragraph 6, the author notes that “ the uses of biometrics raise ethical questions concerning privacy.” Which of the following situations could be used as an example to illustrate this point?**

D.A company that employs fingerprints identification security software turns over its database of fingerprints to the local police department when a violent crime occurs on its grounds.

**7) In the final paragraph, the author’s tone can best be described as**

B. Resigned.

**8) According to the author, biometric system has which of the following limitation.**

D. Along with financial challenges, it also entails moral issues.

**Main Points:**

**Paragraph 1:**

The term “password fatigue” has been associated with the growing problems linked to memorizing passwords for different websites, with different password format along with remembering codes for other facilities.

**Paragraph 2:**

The alternatives that people choose to counter the “password fatigue” is to set easier passwords or keep one password for every website they visit frequently, making their information susceptible to thieves.

**Paragraph 3:**

The solution to counter the “password fatigue” and its related problems is to either use SSO, a software that remembers password for accounts within the software or a password management software that keeps passwords on a separate database for the required websites.

**Paragraph 4:**

Being vulnerable to computer thefts, hackers, and the fact that the user might forget their password to the software, SSO and password management software have their downsides as well.

**Paragraph 5:**

Biometrics is a safer alternative as it uses human features rather than relying on the use of passwords. However, it is costly and relies on the ethics of a society.

**Paragraph 6:**

The current system is to be compromised on until there is a replacement in the future with a more efficient and secure system that battles “password fatigue”.

**SUMMARY**

Different websites require different combinations when registering a new user. The term "password fatigue” refers to the need of retaining multiple passwords for a variety of websites, along with remembering codes for technologies like ATM machines, mobiles etc. The way it is being countered is menacing. Some people prefer to jot down their usernames and passwords while others tend to keep the same password for almost every website while others choose to keep simple passwords, making it easier for thieves to break into their accounts. Presently, there is no system that properly tackles issues related with “password fatigue”, being secure and easy to use for the user at the same time. However, to counter these problems, software like SSO and password management software have been introduced. SSO only requires a single log in to access every account stored in the software whereas password management software puts the entered passwords in a separate database. Still, SSO and password management software are not the ultimate solutions. If a hacker gains access to a user’s SSO, all the user’s accounts will be at risk. Moreover, if a user forgets his password to his SSO, he will lose access to all accounts. Likewise, password management system is also vulnerable to computer theft. Biometrics is a method suggested by computer scientists to tackle these security issues, but the implementation would be costly, and its efficiency would be dependent on the ethics of the society. The current password system has a lot of drawbacks and with how things stand, users must keep on relying on it until a more structured system is introduced.